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IL REGOLAMENTO GENERALE SULLA PROTEZIONE DEI DATI DELL’UNIONE EUROPEA (GDPR) E UN INSIEME DI REGOLE SU
COME LE AZIENDE DEBBANO TRATTARE | DATI PERSONALI DEGLI INTERESSATI.

IL GDPR DEFINISCE LE RESPONSABILITA DELLE ORGANIZZAZIONI PER GARANTIRE LA PRIVACY E LA PROTEZIONE DEI DATI
PERSONALI, FORNISCE AGLI INTERESSATI DETERMINATI DIRITTI E ASSEGNA POTERI Al REGOLATORI PER CHIEDERE
DIMOSTRAZIONI DI RESPONSABILITA O PERSINO IMPORRE SANZIONI NEI CASI IN CUI UN’ORGANIZZAZIONE NON
RISPETTI I REQUISITI DEL GDPR.



| Requisiti chiave del GDPR TPinfinity

1) Trattamento

LECITO TRASPARENTE

e  Tutti i trattamenti devono essere e Le aziende si assumono la * Le societa devono informare gli
basati su uno scopo legittimo responsabilita e non trattano i dati interessati  delle  attivita  di
per scopi diversi da quelli legittimi trattamento dei loro dati personali

2) Limitazione di scopo, dati e archiviazione

LIMITAZIONE DI SCOPO ARCHIVIAZIONE

* Le aziende non possono trattare * Le aziende non possono richiedere * Le aziende devono cancellare i dati
dati personali al di fuori degli scopi dati personali diversi da quelli personali una volta raggiunto lo
legittimi per i quali tali dati necessari scopo legittimo per il quale sono

personali sono stati raccolti stati raccolti
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3) | Diritti degli interessati

TPinfinity

Agli interessati e stato dato il diritto di chiedere all’azienda quali informazioni questa abbia su di loro e cosa faccia con queste

informazioni. Inoltre, l'interessato ha il diritto di chiederne la rettifica, opporsi al trattamento, presentare un reclamo o anche
chiedere la cancellazione o il trasferimento dei propri dati personali

4) 1l Consenso

Se e quando la societa intende trattare i dati personali oltre allo scopo legittimo per cui sono stati raccolti tali dati, € necessario

che sia richiesto un consenso chiaro ed esplicito all’interessato. Una volta raccolto, questo consenso deve essere documentato e
I'interessato € autorizzato a ritirare il proprio consenso in qualsiasi momento.

Inoltre, per il trattamento dei dati dei minori, il GDPR richiede il consenso esplicito dei genitori (o tutori) se I'eta del minore &
inferiore ai 16 anni.

5) Violazioni dei dati personali

Le organizzazioni devono mantenere un Registro delle Violazioni dei Dati Personali e, in base alla gravita, il regolatore e
I'interessato devono essere informati entro 72 ore dall’identificazione della violazione.

6) Privacy by design

Le aziende devono incorporare meccanismi organizzativi e tecnici per proteggere i dati personali nella progettazione di nuovi
sistemi e processi; cioe, gli aspetti relativi alla privacy e alla protezione dei dati devono essere garantiti per default.
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7) La valutazione dell’impatto sulla Protezione dei Dati

Per valutare I'impatto di cambiamenti o azioni nuove, € necessario condurre una Valutazione dell'Impatto sulla Protezione dei Dati
guando si avvia un nuovo progetto, cambiamento o prodotto. La Valutazione dell’'Impatto sulla Protezione dei Dati € una procedura
che deve essere eseguita quando viene introdotta una modifica significativa nel trattamento dei dati personali. Questa modifica
potrebbe essere un nuovo processo o una modifica a un processo esistente che altera il modo in cui i dati personali vengono

trattati
8) Trasferimenti di dati
Il controllore?) dei dati personali ha la responsabilita di garantire che i dati personali siano protetti e che i requisiti GDPR siano

rispettati, anche se il trattamento viene eseguito da una terza parte. Cio significa che i controllori hanno I'obbligo di garantire la
protezione e la riservatezza dei dati personali quando tali dati vengono trasferiti all’esterno della societa, a una terza parte e / o

un’altra funzione all’interno della stessa societa.

9) Il Responsabile della Protezione dei Dati
In caso di trattamento significativo di dati personali all'interno di un’organizzazione, l'organizzazione deve nominare un
Responsabile della Protezione dei Dati. Una volta nominato, il Responsabile della Protezione dei Dati ha la responsabilita di
consultare la societa sulla conformita ai requisiti del GDPR dell’UE

10) Consapevolezza e formazione

Per concludere, esiste un numero significativo di requisiti relativi al GDPR dell’UE. E importante comprendere tali requisiti e le
loro implicazioni per la tua azienda e implementarli nel contesto della tua azienda. Tale implementazione richiede uno sforzo

dedicato, equivalente a quello necessario per sviluppare un progetto.



Le Figure coinvolte TPinfinity
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Decide i trattamenti, le modalita e le  Tratta i dati attenendosi alle istruzioni del
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finalita
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Le Istruzioni per 'incaricato TPinfinity

DATO PERSONALE DATI SENSIBILI

> Effettuare operazioni di trattamento di dati personali soltantoper le finalita e con le modalita strettamente correlate allo svolgimento dell’attivita affidata cosi da
istruzioni riportate nei documenti messi a disposizione da TP Infinity nonché alle istruzioni impartite tramite i responsabili della struttura/ufficio a cui &
assegnato.

> Accedere solo ai dati strettamente necessari;

> mantenere e garantire la riservatezza sui dati personali conosciuti e trattati per lo svolgimento delle suddette attivita, astenendosi dal comunicarli a terzi se non
nei casi previsti dalle prassi aziendali od indicati dal responsabile della struttura/ufficio di riferimento;

> astenersi, in caso di cessazione dell’attivita, dall’effettuare operazioni di trattamento dei dati personali conosciuti durante lo svolgimento dell’incarico ed, in
particolare, dal conservarli, duplicarli, comunicarli, o cederli a terzi;

> informare prontamente la nostra Societa su ogni questione rilevante in relazione al trattamento di dati personali effettuato o su eventuali richieste ricevute dalle
persone cui si riferiscono i dati;

> attenersi alle istruzioni e misure di sicurezza presenti in regolamenti/linee guida predisposti in ambito aziendale, in modo da evitare i rischi di perdita o
distruzione (anche accidentale) dei dati, di trattamento non consentito o non conforme alla finalita per cui i dati sono raccolti, anche nel rispetto degli standard di
sicurezza seguiti in ambito societario.

> Controllare e custodire gli strumenti elettronici utilizzati per il trattamento dei dati e i documenti contenenti i dati personali

> Curare la gestione delle credenziali d’autenticazione custodendole diligentemente garantendone la segretezza e I'accesso a terzi 7



Thank You

FOR YOUR ATTENTION

tpinfinity.com



